3GPP TSG-SA WG3 Meeting #95 
S3-191709
Reno (US), 6-10 May 2019















revision of S3-191374
Source:
Huawei, Hisilicon 
Title:
Add threat and requirement to KI#13
Document for:
Approval
Agenda Item:
8.7
1
Decision/action requested

SA3 is kindly requested to accept this proposed change.
2
References

 [1]
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3
Rationale

In TS 23.501 version g02, the function of TNGF includes 
“

Implements a local EAP Re-authentication (ER) server (as per RFC 6696) to facilitate mobility within the TNAN
“

Based on the above, the Editor’s Note can be deleted.
As SA2 has accepted this, a security solution is needed to protect the intra-TNAN mobility.
4
Detailed proposal

********BEGIN OF CHANGE********
5.13
Key Issue 13: Mobility between TNAPs within the Trusted Non-3GPP Access Network (TNAN)
5.13.1
Key issue details

In TR 23.716 [2], it has been concluded that mobility between TNAPs within the same Trusted Non-3GPP Access Network Gateway Function (TNGF-CP) is supported. The purpose of this key issue is to study:

a) the security protocol needed for for intra-TNGF mobility. 

b) how to generate the keys needed for mobility. 


5.13.2
Security threats

Not applicable

5.13.3
Potential Architecture requirements

Security for intra-TNGF mobility shall be supported.

********END OF CHANGE********
